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In our proposed SDN measurement framework, called iSTAMP, the flexibility provided by the SDN for real-time reconfiguration of OpenFlow switches is utilized to partition the TCAM entries of switches/routers into two parts to: 1) optimally aggregate part of incoming flows for aggregate measurements, and 2) de-aggregate and directly measure the most informative flows for per-flow measurements. Under hard resource constraint of TCAM entries in SDN switches, iSTAMP designs the optimal aggregation matrix which minimizes the flow-size estimation error via using compressive sensing network inference techniques. Moreover, the iSTAMP framework utilizes an intelligent Multi-Armed Bandit based algorithm to adaptively sample the most ”rewarding” flows, whose accurate measurements have the highest impact on the overall flow measurement and estimation performance. iSTAMP then processes these aggregate and per-flow measurements to effectively estimate network flows using a variety of optimization techniques.

The OpenFlow controller in iSTAMP network measurement framework installs TCAM wildcard matching rules (prefix keys) and polls the statistic counts periodically or in different measurement intervals, the frequency of which is limited by practical switch/network constraints. The iSTAMP controller can be co-located on the switch or reside on a separate machine. Accordingly, the iSTAMP framework can be implemented in both centralized and distributed architectures.
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Figure 1: iSTAMP network measurement framework: a general perspective.

In 21st GENI Engineering Conference we will demonstrate two different implementations of our iSTAMP network measurement framework as the following:

1)  iSTAMP Practical Implementation
Here, we demonstrate a centralized implementation of iSTAMP framework consisting of three main components (Figure 2) including: a) real time network flow generator which generates packets indicating the traffic between n hosts in an operating network; b) an SDN switch HP2920 which provides both aggregated and per-flow traffic measurements and c) iSTAMP controller which installs TCAM rules in the switch, pools the statistics from the switch and process them to estimate and show the results. 
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Figure 2: A prototype of practical implementation of iSTAMP.

2) iSTAMP Mininet Implementation
To show the scalability of iSTAMP framework in different operating networks and for different measurement purposes, a Mininet implementation of iSTAMP is also demonstrated where different operating networks with different topologies (e.g. Geant or Abilene networks) can be emulated and fed by real traffic traces. Accordingly, the real network flows and their estimates are demonstrated in iSTAMP GUI.
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List of equipment that will need AC connections (e.g. laptop, switch, monitor):
-one HPopenflow switch
-three laptops
-two monitors
-wireless router

Total number of wired network connections (sum standard IP and VLAN connections): 2

Number of wireless network connections (include required bandwidth if
 significant): 4

Number of static addresses needed (if any): 2

Monitor (y/n, specify VGA or DVI): y (VGA)

Number of posters (max size poster boards are 30" x 40"): 2
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