
FLARE
Open Deeply Programmable Network Node Architecture

Application Specific QoS Control
Smart phones attach meta info. on App ( devices ) to packets. 
FLARE classifies packets to different edge computing slices according to application specific QoS.

Acknowledgment : This research is supported by MIC SCOPE and NICT

SLICE_VLAN301

SLICE_VLAN302

SLICE_VLAN303

SLICE_VLAN304

SLICE_VLAN305

(HTTP Cache)

(Pass through)

(BW control)

(VNF4)

(VNF5)

FLARE

FLARE

AGW AGW

Internet

Classify packets by 
application  tag to 
VLAN

● Classify reverse traffic to 
VLAN

● DHCPD and SNAT

VNODE

AP

Smart phones

Internet

Controller

FLARE Node

Control Plane

Data
Plane

Flow

Table

APP

Table

Relating slice VLAN to 
QoS control

FLARE3 Node

 x86 CPU (LXC on top)
 72 core EZ-Chip NPU (LXC on Top)
 GbE: 24ports and 10GbE SFP+: 2 ports

(or 10GbE SFP+ : 8 ports)
 Up to 128GB memory for NPU
 Redundant Power supply
 Swappable SSD x2 
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Web-GUI based Application Control

● SDN based control using 
OpenFlow like protocol

● Matching with 
application and setting 
actions
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Chrome: unlimited

YouTube: 1Mbps

Android.browser: 200kbps


